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Lasernet

If you plan on using Azure File Share with Lasernet Developer and Service without using the
Microsoft Entra ID, you can follow the example steps listed in this article. We have tested
with the settings shown in the screenshots, but other methods may also work.

Steps
1. Open a Storage Account in Azure and mirror the settings displayed in the following
image:

# Espentialy

2. Create a new File Share using the settings displayed in the following image:
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3. To make a connection from Windows, go to Connect on the File Share and copy the text

in the grey script box.
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A\ “Secure trarafer required’ is enabled on the storage sccount. SMB dlients connecting to this
share must support SME protocol version 3 or higher in order to handle the encrypbion
requiremant. Chek hare to leamn mare.
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Ta connect to this Azure file share from Windows, choose from the following

authentication matheds and run the Powershell commands from a normal (net dlevated)
PoawerShell terminal:

Drive letter
E v
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O Active Directary
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Utilining Active Directory allows to differentiste file and fobder access, per AD sccount,
within a share. Learn merne

SconnectTestResult = Test-MetConnection -ComputeriName
flemmingtsupport.file.corewindows.net -Port 445
if (Sconnect TestResult.TepTestSucoeeded) |

# Save the password so the drive will persist on reboot
emdexe /C "emdkey fadd flemminglsupportfilecore windows.net™
Juser; = Anure\flemminglsupport ™

Thas seript will check to see if this storage scoount it sccessible via TCP port 445, which is
the port SME uses. If port 445+ available, your Azure file share will be persistently
maounted. Your organization or internet senvice provider (158) may block port 445, however
You may use Azure Point-to-Site (P25) VPN, AZure Site-to-Site (S25) VPN, or ExpressRoute
to tuninel SME traffic to your Azure file share over a different port.

Learm how to circurmvent the port 445 problem [VPh)

4. Open PowerShell > paste the text into the PowerShell command line > press enter. The
following is displayed:



EX Windows PowerShell - ] *

TepTestSucceeded) {

The Azure File Share is mapped to your account in Windows permanently.

Map to Lasernet

To allow it to work with Lasernet, follow these steps:
1. Open Lasernet Developer and set your service to run as the same user.

2. Click the Setup tab on the Output Module and enter the full path (not the drive letter)
into the Directory Path field.
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Both File Input and File Output tested.



